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**Testing for Client-side Resource Manipulation**

An input validation flaw is a client-side resource manipulation vulnerability. It occurs when a user-controlled input specifies the path of a resource, such as the source of an iframe, JavaScript, applet, or the handler of an XMLHttpRequest. This vulnerability involves the ability to control the URLs that link to resources on a web page. The severity of this vulnerability varies, and it is commonly used to launch XSS attacks. This vulnerability allows malicious objects to be loaded and rendered, interfering with the expected application's behavior.

Please click on this URL to perform this lab <http://wstg.alnafi.com/>